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OVERVIEW

JOB ROLES

This course is for students who are preparing for the CompTIA Network+ certification exam N10-007.

This course is intended for entry-level computer support professionals with a basic knowledge of computerhardware, software, and 
operating systems who wish to increase their knowledge and understanding of networking concepts and acquire the required skills to 
prepare for a career in network support oradministration.

• Junior Network Administrator

• Computer Technician

• Network Field Technician

• Help Desk Technician

• Junior Systems Engineer

• Systems Engineer

• IS Consultant

• Network Support

• Network Field Engineer

• Network Analyst
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